LAB06

Name Students ID Class Date

**System environment setting for pen-test**

|  |  |  |  |
| --- | --- | --- | --- |
| Resources | Sender(attacker) | Receiver(victim) | Homepage |
| OS |  |  |  |
| IP address |  |  |  |
| URL |  |  |  |
| Web browser |  |  |  |
| CSS language |  |  |  |
| Web server |  |  |  |
| Web application |  |  |  |
| DB server script |  |  |  |
| Others |  |  |  |

Choose one exercise type and exercise

[Exercise type A]

Survey web security pen-test process model and explain it with the figure necessary

[Exercise type B]

1. Install web server (if necessary) => screen shot and explain in detail
2. Install web application => screen shot and explain in detail
3. Install SQL DB server => screen shot and explain in detail
4. Develop client log in screen (if necessary) => screen shot and explain in detail

[Exercise type C]

1. Creat SQL DB table(sharing with group table or not?) => screen shot and explain in detail
2. Creat test data(ID,PW data,sharing with group table or not?) => screen shot and explain in detail
3. **Connection test from client to** web application